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Abstract of the contribution: This paper is submitted for removal of security aspects from a post SA2#127 email approved document (S2-184627_was3883rev4) introduced erroneously during the email approval process. The correction is for Annex A on eV2X architecture variants. 
1.
Discussion

During the SA2#127 email approval process there was a correction noted in the meeting minutes on an approved document (S2-184627 was 3883rev4), based on Ericsson’s concerns, to fix Annex A.0 by removal of the newly added word “securely” introduced during the email approval process from the sentence that dealt with providing parameters to the UE from the AMF through N1. The document was approved on the agreement that this word will be removed at the next SA2#127-Bis meeting. It was mentioned that the addition of the word “securely” deals with security requirements which are not within the scope of the key issue. Moreover, N1 is already a secure interface. This contribution is submitted to address this concern.
2.
Text Proposal
The following change is proposed to be applied to TR 23.786.
*** 1st change ***
Annex A:
eV2X Architecture variants 

A.0
Description

In the existing V2X system architecture (as defined in TS 23.285 [5]), the V2X Control Function is responsible for provisioning of V2X policy and parameters not only for V2X communication over PC5 but also for V2X communication over LTE-Uu. In the EPC, V2X Control Function uses V3 to provision the parameters to the UE, which relies on OMA-DM. Alternatively, the parameters may be provisioned to the UE through V1 from the V2X Application Server.
In 5GC, it is possible to realize the service authorization and provisioning function with the following options, given the 5GC architecture:

-
Provision the V2X policy/parameters via U-plane:
a)
Reuse the V2X Control Function as defined in TS 23.285 [5], which provides the V3 via a U-plane connection to the UE;

-
Provision the V2X policy/parameters via C-plane:


The parameters are provided to the UE from the AMF through N1. The C-plane based provisioning options are further divided as which entity sends the parameters to the AMF.
b)
Define the V2X Control Function as a new CP NF in 5GC, which provides the V2X policy and parameters via C-plane towards the UE, i.e. using the Namf_Communication_N1N2MessageTransfer/N1MessageNotify service of the AMF, and the NAS transport to realize V3;

c)
V2X Control Function connected to PCF via N5 to provision the V2X policy/parameters using UE Policy delivery mechanism;

d)
V2X Control Function connects to NEF and provides the V2X policies/parameters to PCF via NEF, which in turn delivers the policies/parameters to UE via UE Policy delivery mechanism;

e)
PCF realizes the V2X policy/parameter provisioning function of the V2X Control Function and delivers the policies/parameters to UE via UE Policy delivery mechanism;

f)
AF (i.e. V2X Application Server), connected to 5GC directly or via NEF, realizes the V2X Control Function and provides the parameters to the UE.
*** End of the change ***
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